
To increase cyber security in Greece, the consortium will offer to public sector and critical
infrastructures the following:

1. Penetration tests: during the action penetration tests will be performed in public institutions
and the critical infrastructure of the country

2. The organization of workshops and seminars to increase awareness on cyber security, and
inform about cyber-attacks as one of the major risks they may face

3. The access provision to a web portal which will provide information on current cybersecurity
issues and an easy to use interface to report cyber-security incidents
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